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ONE DAY AWARENESS PROGRAM FOR SCHOOL & COLLEGE STUDENTS

“CYBER SECURITY & EMERGING TECHNOEOGIES”

&
INAUGURATION OF
BPO EXPERT and CAN COURSES

Under the project

*Capacity Building in (ECT iIncluding Training in Digital Skillsets and Current Industry Demandin echnologies for Various Section of Society in the NE States

Impiemented by Funded by
NIELIT Aizaw! in collaboration with Dept. of Mizo, Govt. Hrangbana College Ministry of Electronics & Information Technology, Govt. of India

One Day Awareness Programme on Cyber Security & Emerging Technologies
Date: 3 Feb 2023

Venue: Conference Hall, Govt. Hrangbana College

Organized by: Department of Mizo, GHBC

Collaboration: NIELLIT, Aizawl

Funded by ministry of Electronics & Technology, Govt. of India

Noof Participants: 119




CONTEXT

The awareness programme on cyber security and
emerging technologies is a timely and essential event
that aims to address the growing concerns and
challenges in the digital age. It aims to bring experts to
explore the intersection of cybersecurity and emerging
technologies and raise awareness about the evolving
cyber threats and challenges presented by emerging
technologies

By exploring the latest threats and promoting best
practices, the programme strives to strengthen digital
defenses and ensure a safer digital environment for the
participants. It would be a platform to discuss legal,
ethical, and policy considerations surrounding cyber
security and emerging technologies.

The programme includes a training session that will
enable the participants to acquire new skills and
enhance their cybersecurity knowledge

OUTCOME

-,

The programme successfully raised awareness about
the evolving cyber threats and challenges presented by
emerging technologies. Through expert presentations
and discussions, participants gained valuable insights
into potential vulnerabilities, cyber-attacks and the
need for proactive security measures.

The participants engaged in in-depth discussions,
examining the impact of technology on privacy, data
protection, regulation, etc. Through hands-on
activities, the participants gained practical experience
in threat detection, incident response, secure coding,
and data protection.

Through the skill, expertise and knowledge of the
experts, the participants gained a rich pool of
knowledge and actionable strategies to safeguard
digital systems and assets in the face of the evolving
cyber threats.
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