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Key Topics Covered

• 1. Introduction to Cyber Crime: C Ramdinmawii began by explaining the concept of
cybercrime and its various forms, such as hacking, phishing, cyberbullying, identity
theft, and online fraud. She highlighted the growing prevalence of cybercrime and its
devastating effects on individuals and organizations.

• 2. Cyber Laws in India: The resource person elaborated on the existing cyber laws and
regulations in India, such as the Information Technology Act, of 2000, and the
amendments made to address emerging cyber threats. She emphasized the importance
of staying updated with the evolving legal framework to tackle cybercrime effectively.

• 3. Preventive Measures: C Ramdinmawii stressed the significance of taking proactive
measures to protect oneself from cyber threats. She offered practical tips for internet
safety, including creating strong passwords, enabling two-factor authentication, and
being cautious while sharing personal information online.

• 4. Reporting Cyber Crime: The legal adviser explained the process of reporting
cybercrime incidents and the role of law enforcement agencies in handling such cases.
She encouraged participants to report any cybercrime incidents promptly, ensuring that
the perpetrators are brought to justice.

• 5. Digital Footprint and Social Media: The seminar also covered the concept of a digital
footprint and its implications on one's online privacy and security. Attendees were
made aware of the potential risks associated with social media usage and the need to
exercise caution when sharing information on these platforms.

The primary objective of the seminar
was to enhance the participants'
understanding of cybercrime and create
measures to ensure a safer digital
environment. It aimed awareness about
the relevant laws and to equip the
attendees with the necessary knowledge
and tools to protect themselves and
others from falling victim to cybercrime.
As an experienced legal professional, the
Resource Person, C Ramdinmawii, is
well-versed in cyber laws and their
implications in today's digital world. Her
expertise made her an ideal resource
person to address the growing concerns
of cybercrime and the legal measures to
combat it.



• The seminar featured interactive sessions, encouraging participants to ask
questions and share their experiences related to cybercrime. The resource
person addressed individual queries and provided insightful answers,
fostering a better understanding of the subject matter.

• The seminar proved to be an enlightening and engaging event. The
participants gained valuable knowledge about the different aspects of
cybercrime and the legal provisions available to combat it. The seminar
successfully accomplished its objective of creating awareness and
empowering individuals to navigate the digital world more safely.

• The collaborative efforts of the Anti-Ragging & Legal Aid Cell, Grievance
Redressal Cell, Equal Opportunity Cell, and Internal Complaints Committee
in organizing this seminar exemplify Government Hrangbana College's
commitment to ensuring a secure and inclusive campus environment. The
knowledge gained during the seminar is expected to contribute
significantly to the participants' digital safety and awareness, thereby
fostering a safer digital community in Mizoram.


